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5.5 MMS VAS Server
The MMS VAS Application is responsible for the following functions within the same MMSE:

· Setting up, managing and closing down VAS profile that specify the set of registered services that are allowed to transfer VAS MM to end-users.
· adding and deleting subscriptions from its distribution lists.

· sending “subscription” VAS MM.

· recalling and replacing of “subscription” VAS MM.

· querying the status report, read-reply report of the “subscription” VAS MM.
· receiving “on-demand” MM and sending “on-demand” VAS MM
· sending service code that may be used for billing purposes

· indicating that MM should be transmitted “as is”, i.e. preventing any form of content modification or adaptation.
6.9
MM7: MMS Relay/Server – MMS VAS Applications

Reference point MM7 is used to transfer MMs from MMS Relay/Server to MMS VAS applications and to transfer MMs from MMS VAS applications to MMS Relay/Server. These allow the VASP to distribute mass-mailing MM as well as supply “on-demand” services, follow their delivery, and possibly cancel or modify the MM in the process of delivery.  This reference point shall be based on existing protocols e.g. SMTP or HTTP for this release of the specification. Future releases may propose a mandatory protocol and encoding schemes. The service provider may decide to use an encoding format in this reference point, which uses the encoding implementation used in the MM1 reference point.
7.1.11 Support for Value Added Services (VAS) in MMS
The MMS Relay/Server may support services, in addition to user-to-user messaging, that are either provided by the MMS supplier or by third-party Value Added Service Providers (VASP).  These VAS may be provided as subscription services or as on-demand services.  Subscription services are characterized by the end-user registering with the VASP to receive periodic delivery of MM to his terminal.  These periodic MM are initiated by the VASP and submitted to the target MMS User Agent via the MMS Relay/Server.  On-demand VAS are services provided in response to a specific request sent by the MMS User Agent to the VASP and the service reply is returned by the VASP to the MMS User Agent via the MMS Relay/Server. Yet, another possible value-added service would allow a user to create a MM that is partially supplied by the user (as the payload of the message submission) and partially based on content that is supplied by a value added service.
If the MMS Relay/Server supports connections to VASP then it must provide the following functionality:

· authenticate the VASP as an authorized provider of VAS and prevent non-authorized sources from accessing the distribution lists and sending mass-distribution MM.

· access a database of VASP and VAS profiles that specify the set of registered services that are allowed to transfer MM to end-users.
· verify that the VASP is authorized to send MM to specific users.
· support large distribution lists of a single MM.
· provide detailed status of the delivery of the MM that specifies how many intended recipients actually received the MM and a list of those recipients that received the message and those that did not.
· provide delivery-reports and read-reports to a VASP, if requested, for MM sent to MMS recipients
· allow the VASP to send, delete, replace, and query the status of the MM.
· allow a user to solicit a reply from a VAS by sending a “special” MM to the VASP.
· Allow a user to solicit a reply from a VAS by sending a MM and a group of recipients to VASP.
· allow VASP to add and delete members from its distribution lists.
· allow the VASP to indicate a service code that may be used for billing purposes

· allow the VASP to indicate that MM should be transmitted “as is”, i.e. preventing any form of content modification or adaptation.
· limit the functionality of the VASP according to the service level that is agreed upon between the MMS operator and the VASP.
The MMS Relay/Server will access a profile database for each VASP that is registered.  This profile will include (as a  minimum):

· an authorization key for each VASP

· the address of the VASP – used for delivery of status reports and requests from a user.
· service level for the VASP – the syntax and semantics of this information is implementation dependent and will not be addressed further.

· a list of VAS profiles for each service provided by the VASP

The VAS profile will include (as a minimum):

· a unique VAS identifier for each service

· an optional distribution list of all users supported by the local MMSE that are registered for this service.

· service level for the VAS - the syntax and semantics of this information is implementation dependent and will not be addressed further.

· indication if this is an “on-demand” service that allows the user to request a service reply.

The VASP must support the following functionality:

· Register itself with the MMS Provider to obtain an authorization key and unique id for each of the services that it provides.

· Maintain its authorization key to be used in each submission of a new distribution message.

· Register distribution lists for each service to be provided to MMS subscribers in the MMSE and agree on an alias used to refer to the distribution list.
In addition, the VASP may support the following functionality:

· Authenticate the MMS Relay/Server by identifying the address of the connection.
The MMS User Agent may support use of “on demand” value-added-services by:

· Allow the user to send special messages to a VASP, using a “short-code”, that request the service application to reply with a MM.
Note: This functionality will be supported within a single MMSE for this release.  Future releases may expand this support across multiple MMSE.
7.1.11.1
Service Level

Each value added service is subject to a service level agreement that is finalized between the VASP and the network operator or MMS provider.  The service level agreement should be activated by the operator (under mutual agreement). This service level should define the types and volume of operations that will be supported for a specific service.  Such parameters as support for prepaid subscribers, volume within a period (e.g. number of messages per day, data volume per month) should be reflected in the service level that is set for the VASP or its services.
This document does not specify the exact format or list of parameters that are included in the service level, leaving this specification as an implementation issue for each network operator.

7.1.11.2
Authentication key of VASP

Each VASP is assigned an authentication key as part of the VASP profile.  This key will be used to verify that the originator of a message from an external application is authorized to use the services of the VAS interface of the MMS Relay/Server.  The exact format of the authentication key is left as an implementation issue, however, the key should be sufficiently long enough and its generation algorithm sufficiently obtuse as to discourage unauthorized applications from gaining access to the MMS via this interface.  In addition, there should be a reasonable amount of guarantee of the uniqueness of the key between the different VASP that are supported by a single network operator.
7.1.11.3 Security

A major concern when connecting with third-party services is security of the information passed between the external service and the messaging server.  Therefore, optionally (dependent on the service level), the VASP interface may be carried over an encrypted and secure bearer, e.g. SSL or TLS over HTTP.  This may be elaborated on in a later release of this document.
7.1.11.4 Charging Information
When dealing with third-parties the generation of charging information, i.e. Call Data Records (CDR), is of the utmost importance.  The MMS Relay/Server should generate charging events for all operations invoked, directly or indirectly, by VASP operations.  These events will be converted to CDR that can be shared with the third-party VASP to allow billing both by the network operator for the network resources and by the VASP for subscription charges.  In addition, a VASP may produce service codes that contain billing information that may be transferred to the MMS Relay/Server and passed directly to the billing system without intervention.  Transfer of this information is out of the scope of this specification and will be specified elsewhere.
8.7
Technical realisation of MMS on reference point MM7


The MMSE may support other Value Added Services in addition to the basic messaging services defined for MMS.  These VAS may be provided by the network operator of the MMSE or by third-party Value Added Service Providers (VASP).  This clause defines the necessary information that must be maintained and the operations that must be supported between the MMS Relay/Server and the VASP.

The functionality that is supplied by the connection to the VASP, as specified in section 7.1.11, is classified as either messaging or basic framework functionality.  The framework functionality includes authentication of the VASP, provisioning of the VASP profile, and capability negotiation.  The messaging functionality will be supplied by the interface defined in the following sections.  The following diagram illustrates the principle architecture that will be used for the connection between the MMS Relay/Server and the VASP.
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The first sub-clause will define the information that must be maintained by MMS framework as a profile of both the VASP and the set of VAS that are provided by the VASP.  The subsequent sub-clauses will specify the abstract messages that will define the MM7 protocol.
8.7.1 Value Added Service Provider Profile
For purposes of security and management of resources, each VASP must be registered with the MMS service provider before MM7 services will be provided.  The MMS Relay/Server must have open access to retrieve information from this profile data from the database server that will maintain and provision the data.
The profile data that is specified in this section should be viewed as a minimum, where additional implementation-specific information may be added according to the needs of the MMS service provider or network operator.

The following table lists the data elements of the profile that must be maintained for each VASP that is registered as an authorized service provider.
Table 34: Data elements of VASP Profile.
	Data element
	Type
	Description

	VASP id
	128-char string
	String of characters that uniquely identify the VASP for the MMSE. 

	VASP name
	string
	Name of the service provider as supplied by the VASP

	VASP address
	RFC2821 compliant address
	Address used by the MMS Relay/Server to send messages to the VASP, e.g. status reports or requests for on-demand service messages.

	Service level
	Integer
	The exact semantics is implementation dependent.  Examples of features that may be controlled by the service level are limitations of number of MM sent in single transmission, limitations on sending during peak hours, etc.

	SL Activated
	Boolean
	Indicates that the Service Level Agreement is active

	VAS Profiles
	List of VAS Profiles
	List of profiles describing the services provided by this VASP.  There will be a separate VAS profile for each service provided by the VASP.


8.7.1.1 Value Added Service Profile

Each service provided by the VASP will be described in the database by a VAS Profile entry within the VASP Profile.  The following table lists the data elements of the profile that must be maintained for each supported service.

Table 35: Data elements of VAS Profile.
	Data element
	Type
	Description

	VAS ID
	32-char string
	String of characters that uniquely identify the supported service.  Generated by the MMS Relay/Server.

	VAS name
	string
	Alias of the distribution list used for this service.  This name may be used to address the VASP from the MMS Relay/Server and for display purposes

	VAS description
	string
	A brief description of the VAS service for display purposes.

	On-demand
	String
	If not-NULL then user can request a service reply message from the service using this “short code” as the destination of the request MM (see section 8.7.6)

	Service level
	Integer
	The exact semantics is implementation dependent.  Examples of features that may be controlled by the service level are limitations of number of MM sent in single transmission, limitations on sending during peak hours, etc.

	Distribution List
	List of MM1 addresses
	List of addresses of subscribers that requested to receive the service.


8.7.2 Distributing a VAS MM

This section addresses the operations necessary for a VASP to provide the service by sending a multimedia message to either the registered list of subscribers or to a particular subscriber.  The involved abstract messages are outlined in Table 36 from type and direction points of view.

Table 36: Abstract messages for distributing VAS message

	Abstract messages
	Type
	Direction

	MM7_distribute.REQ
	Request
	VASP -> MMS Relay/Server

	MM7_distribute.RES
	Response
	MMS Relay/Server -> VASP


8.7.2.1 Abstract message flow

Figure # illustrates possible abstract message flow for subscription services. More information about each abstract message shown in the diagram is available in section 8.7.3, 8.7.7, 8.7.8, 8.7.6 and 8.7.5.


8.7.2.2 Normal Operation

The VASP distributes a message to the subscribers of a service that it provides by connecting to the MMS Relay/Server over MM7 and sending the MM7_distribute.REQ supplying the multimedia message (MM) as the payload of the message.  The message may be directed to either a specific list of destinations or by using the defined distribution list of the service.  The MMS Relay/Server should verify the veracity of the destinations and, if indicated, must retrieve the service distribution list from the VAS profile.  After verifying that the service level afforded to the VAS allow the full distribution of the MM the MMS Relay/Server, using the MM1 interface, should deliver the MM to the indicated destinations.  If the initial analysis and verification is successful the MMS Relay/Server must send a MM7_distribute.RES with a “success” status.  This in no way indicates that the MM was actually delivered to the destinations but states that the request has been accepted.
Support for MM7_distribute.REQ, MM7_distribute.RES is mandatory for all MMS Relay/Server that support MM7
8.7.2.3 Abnormal Operation

The MMS Relay/Server should reject the MM7_distribute.REQ if the VASP cannot be identified and authorized or if the parameters of the request exceed the service level for the service being employed. Similarly, if the destination is not specified properly or the destination no longer exists then the response status should indicate an error.  In particular, if a distribution-list alias is used and the alias no longer appears in the VASP profile then the MMS Relay/Server should reject the request with an appropriate status.
8.7.2.4 Features
Authentication: The VASP must supply its authentication key as part of the request that will be used to reference the Profile entry and in turn identify the necessary service parameters that allow the VASP to connect to the MMS subscribers.
Addressing: The VASP may direct the MM to a specific user, a list of users, or a distribution list by supplying the alias defined in its Profile.
Transaction Identification: The VASP shall provide a transaction identification within an MM7_distribute.REQ. The MM7_distribute.RES shall unambiguously refer to the corresponding MM7_distribute.REQ using the same transaction identification.
Message class, message size, priority and subject: The MM shall be qualified further by adding a message class and an approximate size to the MM in the MM1_notification.REQ. The MM may be qualified further by adding a priority and/or subject to the MM. Additional qualifiers may be added.
Service code:  The VASP may mark the content of the message with a service code that will be transferred to the charging information for use by the billing system to properly bill the user for the service being supplied.
Time stamping: The VASP may time stamp the MM.

Time constraints: The VASP may also request an earliest desired time of delivery of the MM. The VASP may request a time of expiry for the MM

Reporting: The VASP may request a delivery report for the MM. In addition, the VASP may request a read-reply report when the user has viewed the MM. 

Status reporting: If the VASP has requested a Status Report (see section 8.7.7) it may be sent periodically, according to the defined service level of the service or the request parameter, and will report how many of the copies have been delivered and if any have been rejected or expired.  This reporting will continue until the Expiry Time or according to the service level.  If the service level or the request indicates that only a final Status Report (see section 8.7.7) be sent then the statistical report will be sent at the end of the Expiry Time.
Identification: The MMS Relay/Server shall always provide a message identification for an MM, which it has accepted for submission in the MM7_distribute.RES. The VASP may supply this message identification when requesting status reports (section 8.7.8)

Content Type: The MIME type of the multimedia content shall always be identified in the MM7_distribute.REQ. 

Content: The originator MMS User Agent may add content in the MM7_distribute.REQ.

Request Status: The MMS Relay/Server shall indicate the status of the MM7_distribute.REQ in the associated MM7_distribute.RES. The reason code given in the status information element of the MM7_distribute.RES may be supported with an explanatory text further qualifying the status. If this text is available in the status text information element the VASP should bring it to the attention of the provider manager. The choice of the language used in the status text information element is at the discretion of the MMS service provider.
8.7.2.5 Information Elements
The following tables detail the information that should be included in the MM distribution abstract messages.

Table 37: Information elements in the MM7_distribute.REQ .

	Information element
	Presence
	Description

	Transaction ID
	Mandatory
	The message ID of the abstract message.

	Message type
	Mandatory
	Identifies this message as a MM7_distribute request.

	MM7 version
	Mandatory
	Identifies the version of the interface supported by the VASP

	VASP id
	Mandatory
	Identifier of the VASP for this MMS Relay/Server.

	VAS Identifier
	Mandatory
	Identifier of the particular VAS.

	Recipient address
	Mandatory
	The address of the recipient MMS User Agent. Multiple addresses are possible or the use of the alias that indicates the use of the defined distribution list.

	Content type
	Mandatory
	The content type of the MM’s content.

	Service code
	Optional
	Information supplied by the VASP to be transmitted to the charging information.  The syntax and semantics of the content of this information is out of the scope of this specification.

	Message class
	Optional
	Class of the MM (e.g. advertisement, information service, accounting)

	Date and time
	Optional
	The time and date of the submission of the MM (time stamp).

	Time of Expiry
	Optional
	The desired time of expiry for the MM or reply-MM.

	Earliest delivery time
	Optional
	The earliest desired time of delivery of the MM to the recipient.

	Delivery report
	Optional
	A request for delivery report.

	Status report
	Optional
	Request a “periodic” or “final” status report on message – indicating statistical report on success of delivery.

	Read reply
	Optional
	A request for confirmation via a read report to be delivered as described in section 8.1

	Priority
	Optional
	The priority (importance) of the message.

	Subject
	Optional
	The title of the whole multimedia message.

	Adaptations
	Optional
	Indicates if VASP allow adaptation of the content (default True)

	Content
	Optional
	The content of the multimedia message


Table 38: Information elements in the MM7_distribute.RES .

	Information element
	Presence
	Description

	Transaction ID
	Mandatory
	The message ID of the abstract message. This must match the transaction ID of the corresponding request

	Message type
	Mandatory
	Identifies this message as a MM7_distribute response.

	MM7 version
	Mandatory
	Identifies the version of the interface supported by the VASP

	Message ID
	Conditional
	If status indicates success then this contains the MMS Relay/Server generated identification of the submitted message.  This ID will be used in subsequent requests and reports relating to this message.

	Request Status
	Mandatory
	Status of the completion of the submission, no indication of delivery status is implied.

	Status text
	Optional
	Description of the status for display purposes.


8.7.3 Recall and replace of VAS mass MM
This section details the requests that should be supported in MM7 to allow a VASP to control or change the distribution of a message.  These operations will allow the VASP recall a submitted message or modify the contents of a submitted message prior to delivery.  These operations become necessary for a service delivering periodic messages to its subscribers that have sudden drastic changes in the content, e.g. news bulletin, sudden change in stock prices, to be delivered.
The involved abstract messages are outlined in Table 39 from type and direction points of view.

Table 39: Abstract messages for controlling Distribution MM

	Abstract messages
	Type
	Direction

	MM7_recall.REQ
	Request
	VASP -> MMS Relay/Server

	MM7_recall.RES
	Response
	MMS Relay/Server -> VASP

	MM7_replace.REQ
	Request
	VASP -> MMS Relay/Server

	MM7_replace.RES
	Response
	MMS Relay/Server -> VASP


8.7.3.1 Normal Operation

If the VASP has decided to stop the delivery of a MM that it has already submitted it then the VASP should indicate this by sending the MM7_recall.REQ message to the MMS Relay/Server.  The MMS Relay/Server should check the status of the message indicated by the identification and cancel delivery to all destinations that have not received notification of the MM or have not retrieved the message as yet.  The MMS Relay/Server should respond to the request with a MM7_recall.RES indicating that request was processed and the number of destinations that the message was successfully recalled before delivery.

If the VASP has new content that it wishes to distribute in place of the content that was originally submitted it should submit the new replacement content using the MM7_replace.REQ message.  The MMS Relay/Server should check the status of the message indicated by the identification and cancel delivery to all destinations that have not received notification of the MM or have not retrieved the message as yet.  After this phase the MMS Relay/Server should redistribute the new content to the destination list that was indicated in the original submission.  The status report that is returned  by the MMS Relay/Server should include a report of the number of messages that were recalled as part of the replacement operation.
Support for MM7_recall.REQ, MM7_recall.RES, MM7_replace.REQ, and MM7_replace.RES is mandatory for all MMS Relay/Server that support MM7
8.7.3.2 Abnormal Operation

The MMS Relay/Server should reject a request to recall or replace a message if it is unable to authenticate the VASP or find the message identification indicated in the request and associate the message with a service offered by the VASP.

8.7.3.3 Features
Authentication: The VASP must supply its authentication key as part of the request that will be used to reference the Profile entry and in turn identify the necessary service parameters that allow the VASP to connect to the MMS subscribers.

Addressing: When replacing a previously sent message the replacement is assumed to use the same recipients as the original being replaced.

Transaction Identification: The VASP shall provide a transaction identification within a request. The response shall unambiguously refer to the corresponding request using the same transaction identification.
Message class, message size, priority and subject: The MM shall be qualified further by adding a message class and an approximate size to the MM in the MM1_notification.REQ. The MM may be qualified further by adding a priority and/or subject to the MM. Additional qualifiers may be added. 

Time stamping: The VASP may time stamp the MM.

Time constraints: The VASP may also request an earliest desired time of delivery of the MM. The VASP may request a time of expiry for the MM

Message class, priority and subject: The MM may be qualified further by adding a message class, priority and/or subject to the MM in the MM7_replace.REQ. Additional qualifiers may be added. 

Reporting: The VASP may request a delivery report for the MM. In addition, the VASP may request a read-reply report when the user has viewed the MM. 

Status reporting: If the VASP has requested a Status Report (see section 8.7.7) it may be sent periodically, according to the defined service level of the service or the request parameter, and will report how many of the copies have been delivered and if any have been rejected or expired.  This reporting will continue until the Expiry Time or according to the service level.  If the service level or the request indicates that only a final Status Report (see section 8.7.7) be sent then the statistical report will be sent at the end of the Expiry Time.
Identification: The MMS Relay/Server shall always provide a message identification for an MM, which it has accepted for submission in the MM7_replace.RES. The VASP may supply this message identification when requesting status reports (section 8.7.8)

Content Type: The MIME type of the multimedia content shall always be identified in the MM7_replace.REQ. 

Content: The originator MMS User Agent may add content in the MM7_replace.REQ.

Request Status: The MMS Relay/Server shall indicate the status of the request in the associated response. The reason code given in the status information element of the response may be supported with an explanatory text further qualifying the status. If this text is available in the status text information element the VASP should bring it to the attention of the provider manager. The choice of the language used in the status text information element is at the discretion of the MMS service provider.
8.7.3.4 Information Elements

The following tables detail the information that should be included in the MM distribution management abstract messages.
Table 40: Information elements in the MM7_recall.REQ .

	Information element
	Presence
	Description

	Transaction ID
	Mandatory
	The ID of the abstract message.

	Message type
	Mandatory
	Identifies this message as a MM7_recall request.

	MM7 version
	Mandatory
	Identifies the version of the interface supported by the VASP

	VASP id
	Mandatory
	Identifier of the VASP for this MMS Relay/Server.

	VAS Identifier
	Mandatory
	Identifier of the particular VAS.

	Message ID
	Mandatory
	Identifier of the message to cancel.


Table 41: Information elements in the MM7_recall.RES .

	Information element
	Presence
	Description

	Transaction ID
	Mandatory
	The ID of the abstract message. 

	Message type
	Mandatory
	Identifies this message as a MM7_recall response.

	MM7 version
	Mandatory
	Identifies the version of the interface supported by the VASP

	Number recalled
	Mandatory
	Number of original messages that were successfully recalled before delivery.

	Request Status
	Mandatory
	Status of the completion of the request.

	Status text
	Optional
	Description of the status for display purposes.


Table 42: Information elements in the MM7_replace.REQ .

	Information element
	Presence
	Description

	Transaction ID
	Mandatory
	The message ID of the abstract message.

	Message type
	Mandatory
	Identifies this message as a MM7_replace request.

	MM7 version
	Mandatory
	Identifies the version of the interface supported by the VASP

	VASP id
	Mandatory
	Identifier of the VASP for this MMS Relay/Server.

	VAS Identifier
	Mandatory
	Identifier of the particular VAS.

	Message ID
	Mandatory
	Identifier of the message that current message replaces.

	Content type
	Mandatory
	The content type of the MM’s content.

	Service code
	Optional
	Information supplied by the VASP to be transmitted to the charging information.  The syntax and semantics of the content of this information is out of the scope of this specification.

	Message class
	Optional
	Class of the MM (e.g. advertisement, information service, accounting)

	Date and time
	Optional
	The time and date of the submission of the MM (time stamp).

	Time of Expiry
	Optional
	The desired time of expiry for the MM or reply-MM.

	Earliest delivery time
	Optional
	The earliest desired time of delivery of the MM to the recipient.

	Delivery report
	Optional
	A request for delivery report.

	Status report
	Optional
	Request a “periodic” or “final” status report on message – indicating statistical report on success of delivery.

	Read reply
	Optional
	A request for confirmation via a read report to be delivered as described in section 8.1

	Priority
	Optional
	The priority (importance) of the message.

	Subject
	Optional
	The title of the whole multimedia message.

	Content
	Optional
	The content of the multimedia message


Table 43: Information elements in the MM7_replace.RES .

	Information element
	Presence
	Description

	Transaction ID
	Mandatory
	The message ID of the abstract message. This must match the transaction ID of the corresponding request

	Message type
	Mandatory
	Identifies this message as a MM7_replace response.

	MM7 version
	Mandatory
	Identifies the version of the interface supported by the VASP

	Message ID
	Conditional
	If status indicates success then this contains the MMS Relay/Server generated identification of the submitted message.  This ID will be used in subsequent requests and reports relating to this message.

	Number recalled
	Mandatory
	Number of original messages that were successfully recalled before delivery.

	Request Status
	Mandatory
	Status of the completion of the request.

	Status text
	Optional
	Description of the status for display purposes.


8.7.4 Reply message request (On-demand)
This section addresses a service that could be offered by a VASP to allow a user to submit a message, through the MM1 interface, that the VAS must supply a response to.  Such “on demand” services would allow a user to look-up information stored by the VASP and by encoding a special MM prompt the VASP to return a MM with the information.  Unlike all of the previous MM7 messages presented here, this is a request that would originate in the MMS Relay/Server with the response coming from the VASP.

The involved abstract messages are outlined in Table 44 from type and direction points of view.

Table 44: Abstract messages for adjusting a user MM

	Abstract messages
	Type
	Direction

	MM7_reply.REQ
	Request
	MMS Relay/Server -> VASP 

	MM7_reply.RES
	Response
	VASP -> MMS Relay/Server


8.7.4.1 Abstract message flow
Figure # illustrates possible abstract message flow for “on-demand” services. The abstract message for requesting a delivery report is available in table 53 section 8.7.7.

8.7.4.2 Normal Operation

If the MMS Relay/Server supports this functionality it must examine the content that is received from the MM1_submit.REQ message to determine if the message is intended for the VAS as an “on demand” trigger.  In most cases, this determination will key on the destination of the original message which will be either the name of a VAS or, possibly, a short code agreed on by the MMS supplier or network operator.  If there is a determination that the user has requested that the content be passed to a VASP for reply content, then the MMS Relay/Server should forward the message to the VASP within a MM7_reply.REQ.  The VASP should add the requested content to the message body and send the content back to the MMS Relay/Server within a MM7_reply.RES.
Support for MM7_reply.REQ and MM7_reply.RES is mandatory for a MMS Relay/Server that supports MM7
8.7.4.3 Abnormal Operation

If the VASP cannot be identified then the MMS Relay/Server should not attempt to initiate the on-demand operation.  If  the VASP cannot identify the requested content then it should indicate the failure in the MM7_reply.RES status fields.

8.7.4.4 Features
Authentication: The VASP must supply its authentication key as part of the response that will be used to reference the Profile entry and in turn identify the necessary service parameters that allow the VASP to connect to the MMS subscribers.

Addressing: The specific user shall send the MM via MMS Relay/server to VASP providing the certain VAS. VASP shall direct the MM to a specific user or to a specific group of users.

Transaction Identification: The MMS Relay/server shall provide a transaction identification within an MM7_reply.REQ. The MM7_reply.RES shall unambiguously refer to the corresponding MM7_reply.REQ using the same transaction identification.
Message class, message size, priority and subject: The MM may be qualified further by adding a subject and priority to the MM.

Service code:  The VASP may mark the content of the message with a service code that will be transferred to the charging information for use by the billing system to properly bill the user for the service being supplied.

Time stamping: The VASP may time stamp the MM.

Time constraints: The VASP may also request an earliest desired time of delivery of the MM. The VASP may request a time of expiry for the MM

Reporting: The VASP may request a delivery report for the MM. 

Identification: The MMS Relay/Server shall always provide a message identification of the original “on demand” message that should be replied to. The VASP may supply this message identification when requesting delivery reports (section 8.7.7)

Content Type: The MIME type of the multimedia content shall always be identified in the MM7_reply.REQ and MM7_reply.RES. 

Content: The originator MMS User Agent may add content in the MM7_reply.REQ and the content shall always be identified in the MM7_reply.RES by VASP. 

Request Status: The VASP shall indicate the status of the MM7_reply.REQ in the associated MM7_reply.RES. The reason code given in the status information element of the MM7_reply.RES may be supported with an explanatory text further qualifying the status. If this text is available in the status text information element the VASP should bring it to the attention of the provider manager. The choice of the language used in the status text information element is at the discretion of the MMS service provider.
8.7.4.5 Information Elements
The following tables detail the information that should be included in the MM distribution abstract messages.

Table 45: Information elements in the MM7_reply.REQ .

	Information element
	Presence
	Description

	Transaction ID
	Mandatory
	The message ID of the abstract message.

	Message type
	Mandatory
	Identifies this message as a MM7_reply request.

	MM7 version
	Mandatory
	Identifies the version of the interface supported by the VASP

	VASP address
	Mandatory
	The address of the VASP that will supplement the contents

	Message ID
	Mandatory
	Identification of the original “on demand” message that should be replied to.

	Sender address
	Mandatory
	The address of the MMoriginator

	Recipient address
	Mandatory
	The address(es) of the recipient(s) of the MM. If empty recipient address=sender address.

	Subject
	Optional
	The title of the whole MM.

	Content type
	Mandatory
	The content type of the MM’s content.

	Content
	Optional
	The content of the multimedia message


Table 46: Information elements in the MM7_reply.RES .

	Information element
	Presence
	Description

	Transaction ID
	Mandatory
	The message ID of the abstract message. This must match the transaction ID of the corresponding request

	Message type
	Mandatory
	Identifies this message as a MM7_reply response.

	MM7 version
	Mandatory
	Identifies the version of the interface supported by the VASP

	VASP id
	Mandatory
	Identifier of the VASP for this MMS Relay/Server

	Message ID
	Mandatory
	Identification of the message that appeared in the request message

	Request Status
	Mandatory
	Status of the completion of the request.

	Status text
	Optional
	Description of the status for display purposes.

	Recipient address
	Mandatory
	The address(es) of the recipients of MM.

	Service code
	Optional
	Information supplied by the VASP to be transmitted to the charging information.  The syntax and semantics of the content of this information is out of the scope of this specification.

	Date and time
	Optional
	The time and date of the submission of the MM (time stamp).

	Time of Expiry
	Optional
	The desired time of expiry for the MM.

	Earliest delivery time
	Optional
	The earliest desired time of delivery of the MM to the recipient.

	Delivery report
	Optional
	A request for delivery report.

	Priority
	Optional
	The priority (importance) of the message.

	Content type
	Mandatory
	The content type of the MM’s content

	Content
	Mandatory
	The content of the multimedia message after adjustment


8.7.5 Mass Delivery status reporting

This section addresses the type of status report a VASP will receive as a result of distributing a multiple-destination MM, e.g. by using the distribution list of subscribers. The delivery report for this situation is of a different nature from the delivery report for MM1 since this report could affect the billing of the service to the various subscribers and the service level agreement between the VASP and the network operator.

The involved abstract messages are outlined in Table 47 from type and direction points of view.

Table 47: Abstract messages for status reporting
	Abstract messages
	Type
	Direction

	MM7_status_report.REQ
	Request
	MMS Relay/Server -> VASP 

	MM7_status_report.RES
	Response
	VASP -> MMS Relay/Server


8.7.5.1 Normal Operation

The MMS Relay/Server should generate a delivery status report for each VAS distribution on a periodic basis until the expiry time of the MM, dependent on the service level of the VAS.  The delivery report should include a statistical breakdown of the number of copies of the message that were delivered, rejected, deferred, expired.  Depending on the service level, the delivery report may include a list of recipients that retrieved the message or a list of those that the delivery failed, i.e. rejected or expired.  The VASP should respond indicating if further reporting is requested. If the Delivery Report flag of the response is false, no more reports should be sent.

Support for MM7_status_report.REQ and MM7_status_report.RES is mandatory for a MMS Relay/Server that supports MM7.

8.7.5.2 Abnormal Operation
If the MMS Relay/Server is unable to obtain the information necessary to generate the full delivery report then it should send a delivery report that indicates a “partial-information” status.  If prepaid customers are included in the distribution list and the message was not delivered due to lack of account-coverage this may appear in a separate category of the statistics.

8.7.5.3 Features
Addressing: Should not the VASP address be indicated in table 48?
Identification:. Indicates the message the report is intended for.
MM Status: The MM7_status_report.REQ shall carry the status of the MM delivery, e.g. delivered, deferred, rejected, expired and special.

Request Status: The VASP shall indicate the status of the MM7_status_report.REQ in the associated MM7_status_report.RES if requested. 
Version: The MMS protocol shall provide unique means to identify the current version in the particular protocol environment. 

Message Type: The type of message used on reference point MM7 indicating MM7_status_report.REQ and MM7_status_report.RES as such.

Transaction Identification: The MM7_status_report.RES shall unambiguously refer to the corresponding MM7_status_report.REQ using the same transaction identification.
8.7.5.4 Information Elements

The following tables detail the information that should be included in the MM distribution management abstract messages.

Table 48: Information elements in the MM7_status_report.REQ .

	Information element
	Presence
	Description

	Transaction ID
	Mandatory
	The transaction ID of the abstract message.

	Message type
	Mandatory
	Identifies this message as a MM7_status_report request.

	MM7 version
	Mandatory
	Identifies the version of the interface supported by the VASP

	Message ID
	Mandatory
	Identifier of the message reporting about.

	MM Aggregate Status
	Mandatory
	Indicates if complete or partial statistics

	Final
	Conditional
	Indicates that this is the final status of the message.  Mandatory for the last status report, e.g. after message has expired.  Default: False

	Delivered
	Mandatory
	Number of delivered copies

	Deferred
	Mandatory
	Number of copies deferred for later retrieval

	Rejected
	Mandatory
	Number of rejected copies

	Expired
	Mandatory
	Number of expired copies

	Special
	Optional
	Additional statistics, e.g. number of subscribers with “lack of funds”


Table 49: Information elements in the MM7_status_report.RES .

	Information element
	Presence
	Description

	Transaction ID
	Mandatory
	The transaction ID of the abstract message. This must match the transaction ID of the corresponding request

	Message type
	Mandatory
	Identifies this message as a MM7_status_report response.

	MM7 version
	Mandatory
	Identifies the version of the interface supported by the VASP

	VASP id
	Mandatory
	Identifier of the VASP for this MMS Relay/Server

	Message ID
	Mandatory
	Identifies the message reporting about.

	Status Report
	Optional
	Indicates if more reports are requested (default True).

	Request Status
	Mandatory
	Status of the completion of the request.


8.7.6 Querying the mass status report
In addition to the possibility of the MMS Relay/Server generating the delivery reports periodically, the VASP may opt to query the MMS Relay/Server requesting the status report for a particular message that it distributed.
The involved abstract messages are outlined in Table 50 from type and direction points of view.

Table 50: Abstract messages for querying status of a MM

	Abstract messages
	Type
	Direction

	MM7_staus_request.REQ
	Request
	VASP -> MMS Relay/Server 

	MM7_status_request.RES
	Response
	MMS Relay/Server -> VASP


8.7.6.1 Normal Operation

If the VASP decides to query the MMS Relay/Server for the status of a message that was previously sent it should send a MM7_status_request.REQ request.  After the MMS Relay/Server has authenticated the VASP and verified that the specified message exists it should reply with a delivery-report similar to the periodic MM7_status_report.REQ described in section 8.7.7.

Support for MM7_status_request.REQ and MM7_status_request.RES is mandatory for a MMS Relay/Server that supports MM7.

8.7.6.2 Abnormal Operation

If the VASP cannot be authenticated then the status field of the MM7_status_report.RES should indicate an error status.  Similarly, if the specified message is not found an error should be indicated in the response.

8.7.6.3 Features
Authentication: The VASP must supply its authentication key as part of the request that will be used to reference the Profile entry and in turn identify the necessary service parameters that allow the VASP to connect to the MMS subscribers.

Transaction Identification: The MM7_status_request.RES shall unambiguously refer to the corresponding MM7_status_request.REQ using the same transaction identification 

Message Type: The type of message used on reference point MM7 indicating MM7_status_request.REQ and MM7_status_request.RES as such.

Version: The MMS protocol shall provide unique means to identify the current version in the particular protocol environment

Identification:. Indicates the message or messages the report is requested for.
MM Status: The MM7_status_request.RE shall carry the status of the MM delivery, e.g. delivered, deferred, rejected, expired and special.

8.7.6.4 Information Elements

The following tables detail the information that should be included in the MM distribution management abstract messages.

Table 51: Information elements in the MM7_status_request.REQ .

	Information element
	Presence
	Description

	Transaction ID
	Mandatory
	The transaction ID of the abstract message.

	Message type
	Mandatory
	Identifies this message as a MM7_status_request request.

	MM7 version
	Mandatory
	Identifies the version of the interface supported by the VASP

	VASP id
	Mandatory
	Identifier of the VASP for this MMS Relay/Server.

	VAS Identifier
	Mandatory
	Identifier of the particular VAS.

	Message ID
	Mandatory
	Identifies the message or messages that the report is requested for.


Table 52: Information elements in the MM7_status_request.RES .

	Information element
	Presence
	Description

	Transaction ID
	Mandatory
	The transaction ID of the abstract message. This must match the transaction ID of the corresponding request

	Message type
	Mandatory
	Identifies this message as a MM7_status_request response.

	MM7 version
	Mandatory
	Identifies the version of the interface supported by the VASP

	Message ID
	Mandatory
	Identifier of the message reporting about.

	MM Aggregate Status
	Mandatory
	Indicates if complete or partial statistics, or error. Note: this doubles as the request-status

	Status Text
	Optional
	Explanatory text of status for display purposes.

	Delivered
	Mandatory
	Number of delivered copies

	Deferred
	Mandatory
	Number of copies deferred for later retrieval

	Rejected
	Mandatory
	Number of rejected copies

	Expired
	Mandatory
	Number of expired copies

	Special
	Optional
	Additional statistics, e.g. number of subscribers with “lack of funds”


8.7.7 Delivery reporting to VASP per inividual and recepient
This part of MMS service covers the generation of a delivery report from the MMS Relay/Server to the VASP. The involved abstract messages are outlined in Table 53 from type and direction points of view.
Table 53: Abstract messages for delivery reports to VASP
	Abstract Message
	Type
	Direction

	MM7_delivery_report.REQ
	Request
	MMS Relay/Server -> VASP

	MM7_delivery_report.RES
	Response
	VASP -> MMS Relay/Server


8.7.7.1 Normal Operation

The MMS Relay/Server shall (subject to MMS provider and the VASP profile or SLA preferences) create the MM7_delivery_report.REQ and send it to the VASP when the appropriate information is available and the recipient has not denied the transmission of the delivery report.
Support for MM7_delivery_report.REQ and MM7_delivery_report.RES is mandatory for the MMS Relay/Server.

8.7.7.2 Abnormal Operation

In case the VASP cannot authenticate the MMS Relay/Server or the Message ID is not known to it, then the VASP shall respond with a MM7_delivery_report.RES encapsulating a status which indicates the reason the delivery report was not accepted, if an MM7_delivery_report.RES was requested.

8.7.7.3 Features

Addressing: Both the address of the VASP, taken from the VASP Profile, (which is the MM originator) and the address of the recipient (which is the MM recipient) of the delivery report shall be provided in the addressing-relevant information field of MM7_delivery_report.REQ.

Identification: In the MM7_delivery_report.REQ the MMS Relay/Server shall always provide the original message identification of the MM that the delivery report corresponds to as generated in response to the associated MM7_distribute.REQ. 
Time stamping: The MM7_delivery_report.REQ shall carry the time and date of handling of the MM (e.g. retrieval, expiry, rejection).

MM Status: The MM7_delivery_report.REQ shall carry the status of the MM delivery, e.g. retrieved, rejected, expired or indeterminate. 

Request Status: The VASP shall indicate the status of the MM7_delivery_report.REQ in the associated MM7_delivery_report.RES if requested. 

Version: The MMS protocol shall provide unique means to identify the current version in the particular protocol environment. 

Message Type: The type of message used on reference point MM7 indicating MM7_delivery_report.REQ and MM7_delivery_report.RES as such.

Transaction Identification: The MM7_delivery_report.RES shall unambiguously refer to the corresponding MM7_delivery_report.REQ using the same transaction identification.

8.7.7.4 Information Elements

Table 54: Information elements in the MM7_delivery_report.REQ.

	Information element
	Presence
	Description

	Transaction ID
	Mandatory
	The identification of the MM7_delivery_report request and response pair.

	Message Type
	Mandatory
	The type of message used on reference point MM7 “ MM7_delivery_report.REQ”.

	MM7 Version
	Mandatory
	The version of MM7 supported by the MMS Relay/Server as defined by the present document.

	Message ID
	Mandatory
	The identification of the original MM.

	Recipient address
	Mandatory
	The address of the recipient of the original MM.

	Sender address
	Mandatory
	The address of the VASP as defined in VASP Profile.

	Date and time
	Mandatory
	Date and time the MM was handled (retrieved, expired, rejected, etc.)

	MM Status 
	Mandatory
	Status of the MM, e.g. retrieved, expired, rejected

	Status text
	Optional
	Status text corresponding to the Status code


Table 55: Information elements in the MM7_delivery_report.RES.

	Information element
	Presence
	Description

	Transaction ID
	Mandatory
	The identification of the MM7_delivery_report request and response pair.

	Message Type
	Mandatory
	The type of message used on reference point MM7: “MM7_delivery_report.RES”.

	MM7 Version
	Mandatory
	The version of MM7 supported by the VASP as defined by the present document.

	VASP id
	Mandatory
	Identifier of the VASP for this MMS Relay/Server.

	Message ID
	Mandatory
	The Message ID of the MM which caused the delivery report

	Request Status 
	Mandatory
	The status of the associated MM7_delivery_report.REQ.

	Status text
	Optional
	The text explanation corresponding to the Status code


8.7.8 Read-Reply Report for VASP per inividual and recepient
This part of MMS service covers the delivery of a read-reply report from the MMS Relay/Server to the VASP. The involved abstract messages are outlined in Table 56 from type and direction points of view.

Table 56: Abstract messages for sending and receiving read-reply reports in MMS

	Abstract messages
	Type
	Direction

	MM7_read_reply.REQ
	Request
	MMS Relay/Server -> VASP

	MM7_read_reply.RES
	Response
	VASP -> MMS Relay/Server


8.7.8.1 Normal Operation

If the VASP requested a read-reply report as part of the MM7_distribute.REQ then the recipient MMS User Agent may create a MM1_read_reply_recipient.REQ and send it to the MMS Relay/Server. The MMS Relay/Server must identify that this read-reply report is associated with a MM originating from the MM7 reference point and must create the MM7_read_reply.REQ and send it to the VASP.  The VASP should authenticate the MMS Relay/Server and verify that the Message ID is known to it and return a MM7_read_reply.RES that reflects the successful reception of the read-reply report.
Support for MM7_read_reply_report.REQ and MM7_read_reply_report.RES is mandatory for the MMS Relay/Server.

8.7.8.2 Abnormal Operation

In case the VASP is unable to authenticate the MMS Relay/Server or identify the original MM as one that originated from any of its VAS, then the VASP shall respond with a MM7_read_reply_report.RES encapsulating a status which indicates the reason the read-reply report was not accepted.
8.7.8.3 Features

Addressing: Both, the address of the VASP (which is the MM originator), taken from the VASP Profile, and the address of the originator (which is the MM recipient) of a read-reply report shall be provided in the addressing-relevant information field of MM7_read_reply_report.REQ.

Identification: In the MM7_read_reply_report.REQ the MMS Relay/Server shall always provide the original message identification of the MM that the read-reply report corresponds to as generated for the MM7_distribute.RES. 
MM Time Stamping: The MM7_read_reply_report.REQ shall carry the time-stamp associated with the read-reply report. 

MM Status: The MM7_read_reply_report.REQ shall carry the status of the MM retrieval, e.g. read or deleted without being read.

Request Status: The VASP shall indicate the status of the MM7_read_reply.REQ in the associated MM7_read_reply.RES.

Version: The MMS protocol shall provide unique means to identify the current version in the particular protocol environment. 

Message Type: The type of message used on reference point MM7 indicating MM7_read_reply.REQ and MM7_read_reply.RES as such.

Transaction Identification: The MM7_read_reply_report.RES shall unambiguously refer to the corresponding MM7_read_reply_report.REQ using the same transaction identification.

8.7.8.4 Information Elements

Table 57: Information elements in the MM7_read_reply_report.REQ.

	Information element
	Presence
	Description

	Transaction ID
	Mandatory
	The identification of the MM7_read_reply_report Request and Response pair.

	Message Type
	Mandatory
	The type of message used on reference point MM7: “MM7_read_reply_report.REQ”.

	MM7 Version
	Mandatory
	The version of MM7 supported by the MMS Relay/Server as defined by the present document.

	Recipient address
	Mandatory
	The address of the MM recipient of the original MM, i.e. the originator of the read-reply report.

	VASP address
	Mandatory
	The address of the VASP, originator of the original MM, i.e. the recipient of the read-reply report.

	Message-ID
	Mandatory
	The message ID of the original MM. 

	Date and time
	Mandatory
	Date and time the MM was handled (read, deleted without being read, etc.) (time stamp)

	MM Status 
	Mandatory
	Status of the MM, e.g. Read, Deleted without being read

	Status text
	Optional
	The text explanation corresponding to the Status code


Table 58: Information elements in the MM7_read_reply_report.RES.

	Information element
	Presence
	Description

	Transaction ID
	Mandatory
	The identification of the MM7_read_reply_report Request and Response pair.

	Message Type
	Mandatory
	The type of message used on reference point MM7:  “MM7_read_reply_report.RES”.

	MM7 Version
	Mandatory
	The version of MM7 supported by the VASP as defined by the present document.

	VASP id
	Mandatory
	Identifier of the VASP for this MMS Relay/Server.

	Request Status 
	Mandatory
	The status of the associated MM7_read_reply_report.REQ.

	Status text
	Optional
	The textual explanation for the Status code


8.7.9 Updating the Distribution List

After a Value Added Service becomes available users may subscribe to the service using direct contact to the VASP (e.g. by sending a MM via MM1_submit.REQ to the service provider including registration information).  The VASP is fully responsible for identifying the MMSE that the subscriber is being serviced by and then add the new subscriber to the distribution list that is associated with the service by using the following MM7 abstract messages.  Similarly, when a subscriber “un-subscribes” from a service the VASP is responsible to remove that subscriber from the distribution list.

The involved abstract messages are outlined in Table 59 from type and direction points of view.

Table 59: Abstract messages for controlling Distribution List of VAS

	Abstract messages
	Type
	Direction

	MM7_add_subscriber.REQ
	Request
	VASP -> MMS Relay/Server

	MM7_add_subscriber.RES
	Response
	MMS Relay/Server -> VASP

	MM7_del_subscriber.REQ
	Request
	VASP -> MMS Relay/Server

	MM7_del_subscriber.RES
	Response
	MMS Relay/Server -> VASP


8.7.9.1 Abstract message flow

Figure # illustrates possible abstract message flow for updating the distribution list.


8.7.9.2 Normal Operation

The VASP shall send a MM7_add_subscriber.REQ message to the MMS Relay/Server when a new user has subscribed for one of the services that it offers.  The MMS Relay/Server should identify the VASP and it service and add the new subscribers MMS address to the distribution list that is part of the VAS Profile for the service. This will guarantee that when the next service message is pushed to the subscribers the new subscriber will appear in the list of intended recipients. If the MMS Relay/Server is successful in adding the new subscriber to the list it will reply with a MM7_add_subscriber.RES message that will include a “success” status.

The VASP shall send a MM7_del_subscriber.REQ message to the MMS Relay/Server when a user has made a request to be removed from the service.  The MMS Relay/Server should identify the VASP and the associated service and find the subscriber’s address in the distribution list and remove it from the list.  If successful, MMS Relay/Server should return a MM7_del_subscriber.RES message with a “success” status.

Support for MM7_add_subscriber.REQ, MM7_add_subscriber.RES, MM7_del_subscriber.REQ, and MM7_del_subscriber.RES is optional for all MMS Relay/Server that support MM7.  If not supported by the MMS Relay/Server it must be supported by a database server that will support the VASP and VAS profiles and be accessible from the MMS Relay/Server.

8.7.9.3 Abnormal Operation

The MM7_add_subscriber.REQ request will fail if the MMS Relay/Server cannot authenticate the VASP or if the VAS is not identified properly.  Similarly, if the subscriber address is not in the proper format or unknown to the MMS Relay/Server then an unsuccessful MM7_add_subscriber.RES status must be returned.

The MM7_del_subscriber.REQ will fail if the MMS Relay/Server cannot authenticate the VASP or if the VAS is not identified properly.  Similarly, if the subscriber address is not in the proper format or if it is not found in the distribution list of the VAS profile then an unsuccessful MM7_del_subscriber.RES status must be returned.

8.7.9.4 Features
Authentication: The VASP must supply its authentication key as part of the requeste that will be used to reference the Profile entry and in turn identify the necessary service parameters that allow the VASP to connect to the MMS subscribers.

Transaction ID: The MM7_add_subscriber.RES shall unambiguously refer to the corresponding MM7_add_subscriber.REQ using the same transaction identification.
Message type: The type of message used on reference point MM7 indicating MM7_add_subscriber.REQ and MM7_add_subscriber.RES as such.
Request status: The MMS Relay/server shall indicate the status of the MM7_add_subscriber.REQ in the associated MM7_add_subscriber.RES. The reason code given in the status information element of the MM7_add_subscriber.RES may be supported with an explanatory text further qualifying the status. If this text is available in the status text information element the VASP should bring it to the attention of the provider manager. The choice of the language used in the status text information element is at the discretion of the MMS service provider.
8.7.9.5 Information Elements

The following tables detail the information that should be included in each of the distribution list management abstract messages.

Table 60: Information elements in the MM7_add_subscriber.REQ .

	Information element
	Presence
	Description

	Transaction ID
	Mandatory
	The message ID of the abstract message.

	Message type
	Mandatory
	Identifies this message as a MM7_add_subscriber request.

	MM7 version
	Mandatory
	The version of MM7 supported by the VASP as defined in this document.

	VASP id
	Mandatory
	Identifier of the VASP for this MMS Relay/Server.

	VAS Identifier
	Mandatory
	Identifier of the particular VAS.

	List alias
	Mandatory
	Alias of the distribution list to update

	Subscriber information
	Mandatory
	MMS information of the subscriber to add to the distribution list.


Table 61: Information elements in the MM7_add_subscriber.RES .

	Information element
	Presence
	Description

	Transaction ID
	Mandatory
	The message ID of the abstract message. This must match the transaction ID of the corresponding request

	Message type
	Mandatory
	Identifies this message as a MM7_add_subscriber response.

	MM7 version
	Mandatory
	The version of MM7 supported by the MMS Relay/Server as defined in this document.

	Request Status
	Mandatory
	Status of the completion of the request.

	Status text
	Optional
	Description of the status for display purposes.


Table 62: Information elements in the MM7_del_subscriber.REQ .

	Information element
	Presence
	Description

	Transaction ID
	Mandatory
	The message ID of the abstract message.

	Message type
	Mandatory
	Identifies this message as a MM7_del_subscriber request.

	MM7 version
	Mandatory
	The version of MM7 supported by the VASP as defined in this document.

	VASP id
	Mandatory
	Identifier of the VASP.

	VAS identifier
	Mandatory
	Identifier of the particular VAS.

	List alias
	Mandatory
	Alias of distribution list to update.

	Subscriber information
	Mandatory
	MMS information of the subscriber to add to the distribution list.


Table 63: Information elements in the MM7_del_subscriber.RES .

	Information element
	Presence
	Description

	Transaction ID
	Mandatory
	The message ID of the abstract message. This must match the transaction ID of the corresponding request

	Message type
	Mandatory
	Identifies this message as a MM7_del_subscriber response.

	MM7 version
	Mandatory
	The version of MM7 supported by the MMS Relay/Server as defined in this document.

	Request Status
	Mandatory
	Status of the completion of the request.

	Status text
	Optional
	Description of the status for display purposes.
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